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Ukrainian hackers destroyed the IT infrastructure

of a Russian drone manufacturer: what is known

Ukrainian cyber activists, in cooperation with military intelligence, successfully

paralyzed the activities of one of the largest Russian drone manufacturers, Gaskar

Integration. The attack destroyed over 47 TB of critical data, blocked internal systems,

and effectively halted the plant’s operations.

This is reported by “Pryamiy” with reference to sources in military intelligence.

Hackers from the BO Team and Ukrainian Cyber Alliance groups, supported by the

intelligence capabilities of military intelligence specialists, successfully attacked the

network and server infrastructure of one of the largest suppliers of drones for the

Russian army – the company Gaskar Integration.

A message from the hacker group “BO Team,” which participated in the attack, is being

spread in cyberactivist communities on Telegram.

Ukrainian cybercriminals have gained access to over 47 TB of technical information

about the production of Russian drones. Including data indicating close cooperation

between the Russian drone manufacturer and China. All information on the

manufacturer’s servers has been destroyed, including 10 TB of backup materials.

As a result of the cyberattack, the Internet, production and accounting programs at the

enterprise are not working, and the work of the Gaskar company’s development center

is paralyzed. In addition, all doors at the drone production plant are blocked, and

employees are forced to use fire exits.

Among the stolen data are confidential questionnaires of company employees, and

most importantly, complete technical documentation on the production of drones,

which was transferred to the relevant specialists of the Defense Forces of Ukraine.

We will remind you that cyber specialists of the Main Intelligence Directorate of the

Ministry of Defense of Ukraine disabled the website of the Russian railway, carrying out

a powerful attack.

Previously, GUR cyber specialists attacked the Russian Regiontransservice and

disabled all services.

Also follow “ Pryamym ” on Facebook , Twitter , Telegram , and Instagram .

What do you think about this?
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